Политика конфиденциальности
1. Общие положения
1.1. Область применения
Настоящая Политика конфиденциальности (далее — «Политика») определяет порядок обработки данных пользователей системы онлайн-записи на участие в проекте «Мүмкіндік» Корпоративного фонда «BI-Жұлдызай» (далее — «Система», «Сервис»).
1.2. Принятие условий
Используя Систему, вы соглашаетесь с положениями настоящей Политики. Если вы не согласны с какими-либо условиями, пожалуйста, не воспользуйтесь Системой.
2. Сбор медицинских данных
2.1. Категории собираемых данных
Мы собираем следующие персональные данные:
ИИН — Индивидуальный идентифицируемый номер (ИИН) — используется для идентификации пользователя в системе.
ФИО (кто придет на прием) — Имя и фамилия — для персонализации услуг и связи с пациентом
Введите номер — Номер телефона — для подтверждения и подтверждения
Информация о медицинских услугах — данные о выбранных услугах и врачах
3. Цель обработки цифровых данных
3.1. Основные цели обработки
Персональные данные обрабатываются для следующих целей:
Обеспечение работы системы — поддержка функции онлайн-записи
Управление записями — создание и управление записями на приёме
Уведомления — отправка SMS и email-адресов
Улучшение сервиса — анализ и улучшение качества услуг
Соблюдение законодательства — выполнение требований законодательства
4. Правые основания обработки.
4.1. Основания для обработки
Обработка научных данных осуществляется на основании:
Согласие субъектов — ваше явное согласие на обработку медицинских данных
Законодательные требования — соблюдение требований Республики Казахстан
5. Срок хранения данных
5.1. Периоды хранения
Персональные данные хранятся в течение срока, необходимого для достижения целей обработки, а также в течение сроков, установленных законодательством Республики Казахстан.
Активные записи — хранятся до завершения курса лечения
История применения — храниться в соответствии с основными стандартами.
Аккаунт пользователя — хранить до согласования или удаления отзыва.
6. Безопасность данных
6.1. Меры безопасности
Мы применяем необходимые технические и организационные меры для защиты цифровых данных от несанкционированного доступа, изменений, раскрытия или уничтожения.
Применяемые меры безопасности включают:
Шифрование данных при передаче и хранении
Контроль доступа к персональным данным
Постоянный мониторинг безопасности
Обновление систем защиты
Обучение сотрудников вопросам безопасности
7. Передача данных третьему лицу
7.1. Условия передачи
Персональные данные могут передаваться только с вашего явного соглашения.
8. Ваши права
8.1. Ваши права как субъекта данных
Вы имеете следующие права:
Право на получение информации — получение информации об обработке ваших цифровых данных
Право на исправление — требование уточнения, блокировки или удаления данных.
Право на отзыв — отзыв о согласовании обработки данных
Право на обжалование — обращение в уполномоченный орган по защите государственных данных
9. Изменения в Политике
9.1. Порядок внесения изменений
Мы оставляем за собой право вносить изменения в действующую Политику. Об изменениях уведомляется через Систему или по электронной почте.
При внесении изменений:
[bookmark: _GoBack]Пользователи получают уведомления об изменениях
Указывается дата внесения изменений в силу
Продолжение использования соглашения с новыми условиями

